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Killer Coordinates: How a Russian missile hit Kyiv with the help of 

online sleuths 

 

By Amra Dorjbayar, Archit Mehta, Ben Heubl, Brecht Castel, Kalim Ahmed, Alberto Olivieri, and 

the volunteers of GeoConfirmed. 

 

The Centre for Information Resilience’s (CIR) Eyes on Russia project is an open-source 

investigations project to map, document, and verify significant incidents during the ongoing 

conflict in Ukraine. 

 

Our work aims to provide reliable information to journalists, policymakers and the public. The lead 

resource of the Eyes on Russia project is the Russia-Ukraine Monitor Map. This investigation is 

a result of that work.  

 

The verification seen in this report will be logged in a central database where the material is 

archived for future use by researchers, reporters, as well as justice and accountability bodies. 

 

  

http://www.info-res.org/
https://maphub.net/Cen4infoRes/russian-ukraine-monitor
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Executive Summary 

 

On the morning of 16 April, an armoured factory plant in the East of Kyiv was attacked with 

precision missiles by the Russian military. At least three Ukrainian civilians were killed in the 

attack. 

 

The strike came after a Ukrainian news channel, 1+1, broadcast a report on 7 April. They reported 

on how the factory was converting captured Russian military equipment for use by Ukrainian 

forces. The 1+1 news coverage was seized on by an open source intelligence group called Rybar, 

supportive of the Russian invasion.  

 

This investigation by the Centre for Information Resilience’s Eyes on Russia team reveals how 

Rybar accurately geolocated the factory, published the coordinates and, in doing so, supported a 

lethal, precision strike by the Russian military. 

 

The investigation shows how verification of footage filmed in Ukraine has been potentially used 

to identify Ukrainian military facilities, which were then bombed. This is despite a decree issued 

on March 3 by the Ukrainian Government prohibiting the broadcasting of military facilities. The 

decree was intended to prevent footage filmed by Ukrainian journalists revealing potential targets.  

 

Finally, our investigation also determined that one of the destroyed Russian BMD-4s contained a 

sophisticated thermal imaging camera distributed by Thales, a French arms company. It is 

possible that an expensive, increasingly rare, Russian precision missile was deployed to prevent 

the system falling into Ukrainian hands.  

 

This information comes after Disclose, a media outlet, revealed in March that France exported 

152 million euros worth of arms to Russia between 2015 and 2020, despite a European Union 

embargo imposed after the annexation of Crimea in 2014. 

 

It further adds to the body of evidence suggesting that Russia has been taking military action that 

seeks to present its position as winning the war, despite the facts on the ground indicating that it 

has struggled to achieve its goals since the beginning of the invasion.  

 

http://www.info-res.org/
https://www.mil.gov.ua/en/for-mass-media/interaction-with-journalists-in-the-war-zone-for-the-period-of-martial-law.html
https://disclose.ngo/en/article/war-in-ukraine-how-france-delivered-weapons-to-russia-until-2020


 

 

 
www.info-res.org Centre for Information Resilience 4 

 

  

http://www.info-res.org/


 

 

 
www.info-res.org Centre for Information Resilience 5 

 

Overview of our investigation 

 

 

On the morning of 16 April, far from the front line, people in East Kyiv woke up to the sound of a 

Russian missile attack. It was a targeted, precision attack on one building, a workshop. At least 

three Ukrainian civilians were killed in the missile strike. Why was this factory building hit? How 

was its location determined? And who was responsible for the deaths?  

 

Our investigation used open source investigative methods to determine the answers to these 

questions. These methods are commonly referred to as open source intelligence techniques, or 

OSINT, and will herein be referred to as such. 

 

According to satellite imagery, the workshop was almost completely destroyed by the rocket 

impact. The surrounding buildings were not damaged, thus indicating a precision airstrike.   

 

Figure 1: Footage of the aftermath of the rocket strike in East Kyiv. 

http://www.info-res.org/


 

 

 
www.info-res.org Centre for Information Resilience 6 

 

 

 

Figure 2: Satellite imagery showing the location of the workshop. 

 

Russian army spokesman Igor Konashenkov said on 16 April that 'a high-precision long-range 

aerial weapon destroyed the production building of a tank factory in Kyiv [...]'.  

 

Vitali Klichko, the Mayor of Kyiv, announced on Telegram the same day that 'as a result of a 

rocket attack this morning, in the Darnytskyi district there was one death, and several wounded 

were hospitalised'[sic]. 

 

However, pictures from the Ukrainian news site gazeta.ua show at least three bodies at the site 

of the impact. Although firefighters were extinguishing the fire and ambulances were present, 

three bodies lay in front of the destroyed building.  

 

Due to the sensitive nature of these images, we have blurred the visuals. 

 

http://www.info-res.org/
https://www.1tv.ru/news/2022-04-16/426605-rossiyskie_voyska_za_sutki_vyveli_iz_stroya_bolee_800_ob_ektov_vsu
https://t.me/vitaliy_klitschko/1363
https://gazeta.ua/ru/articles/kiev-life/_pokazali-posledstviya-vrazheskih-obstrelov-kieva-foto-18-/1082843


 

 

 
www.info-res.org Centre for Information Resilience 7 

 

 

Figure 3: Footage of the deceased civilians in front of the factory in Kyiv. 

 

Yet, nine days earlier, on 7 April, the Ukrainian TV channel 1+1 broadcasted a report on the now 

destroyed military repair facility.  

 

The Ukrainian TV audience watched how confiscated Russian tanks were repaired and 

transformed for combat among Ukrainian troops.  

 

The journalist said:  

 

'Electricians are installing Ukrainian radio communication instead of Russian. They are hurrying, 

because this vehicle has to return to the front as soon as possible. But this time with the barrel 

pointed at its former owners.' 

 

http://www.info-res.org/
https://www.reddit.com/r/interestingasfuck/comments/u03ghn/ukrainian_mechanics_and_tradesmen_repairing/
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Figure 4: A screenshot from a report about the military repair factory. 

 

Since the report only shows footage of the workshop indoors, it is not immediately possible to 

determine its location.  

 

However, the video started to circulate on social media such as Reddit (left) and VKontakte (right). 

 

http://www.info-res.org/
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Figure 5: A screenshot from a report about the military repair factory. 

 

Through this widely circulated report, the footage was obtained by OSINT investigators supporting 

Russia in the war against Ukraine.  

 

After the report of 1+1 went viral, Rybar, an anonymous pro-Russian telegram account, located 

the exact location of the factory. Rybar has over half a million followers; “rybar” translates as 

'fisherman' in Russian. The account claims to use OSINT to 'fish for interesting info in the wild 

sea of information' and reports on the war from the Russian perspective. 

 

 

 

http://www.info-res.org/
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Figure 6: A screenshot of Rybar’s Telegram Page 

 

  

http://www.info-res.org/
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Rybar takes credit for the attack 

 

 

Rybar posted the following on 14 April, two days before the missile strike:  

 

'After a detailed analysis of the video (from 1+1, ed), our team managed to find out that the video 

was filmed in the Kyiv armoured vehicle factory. [...] it was even possible to find the specific 

workshop where the armoured vehicles in the video were located. The exact coordinates are 

50.418871, 30.701717. This location is definitely worth sending several missiles to.' 

 

Their message contains screenshots of the report in question from the Ukrainian channel 1+1 

(red boxes in figure 7), shows the location of the workshop on map and satellite images (blue box 

in figure 7) and even contains the exact GPS coordinates of the building (green box in figure 7). 

 

(See image below) 

 

http://www.info-res.org/
https://t.me/rybar/31160
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Figure 7: A screenshot of the report by Rybar. 

 

 

 

 

 

http://www.info-res.org/
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How did Rybar find the exact coordinates?  

 

It's difficult to ascertain exactly how they did it. Yet, we can replicate possible steps using OSINT 

and verify that it was indeed possible for Rybar to determine the location.   

 

For example, the 1+1 journalist mentions "factories" where T-72 "tanks" are repaired. A simple 

search for "tank" and "factory", in Ukrainian, yields few results since Ukraine has only a handful 

of major factories for armoured vehicles. 

 

As there are only a few factories to choose from, Rybar could have scanned old Google images 

of all those tank factories. In this way, it is relatively easy to compare the report's video footage 

with images of those factories.  

 

One can exclude other factories by recognising the colours on the walls, the size of the windows 

and the height of the factory ceiling. As a result, it can be concluded that the 1+1 journalist visited 

the Kyiv Armoured Plant. This is the same location where T72 vehicles were repaired before the 

invasion. 

 

To determine the exact location of that particular factory workshop, satellite images from Google 

Earth can be used. The long building with white beams, the width, and other features of the 

building would have helped to confirm the specific building structure anyone can access on 

Google Earth. 

 

So, with several simple searches and combining public sources, it was possible to determine the 

exact location of the workshop based on the 1+1 report. 

 

Rybar also claimed responsibility with their OSINT, for contributing to the deadly missile strike:  

 

'On 14 April, our team located a repair shop for military vehicles in the area of the Kyiv armoured 

vehicle factory [...] During the night of 15 to 16 April, that installation was destroyed.  

 

This is probably the best confirmation of both the practical usefulness of our work (publishing 

coordinates of possible targets, ed.) [...].' 

http://www.info-res.org/
https://t.me/rybar/31329
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A propaganda attack 

 

 

From the previous analysis, the attack had a significant human toll, but did it also have a major 

military impact? 

 

A video on Telegram shows that at least three armoured vehicles were present in the building 

when it was destroyed. The destroyed building can only hold approximately ten vehicles, so more 

material damage is not possible. 

 

 

 

Figure 8: Footage showing the aftermath of the missile attack. 

 

One of these vehicles was also present when 1+1 travelled there to shoot a report. If we compare 

visual elements in the video after the destruction of the building (incision) with a vehicle from the 

1+1 report, they match (coloured frames). 

 

http://www.info-res.org/
https://t.me/romanov_92/11028
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Figure 9: A screenshot of the footage from the aftermath of the missile attack. 

 

Since the start of the war, Ukraine has already seized at least 376 Russian armoured vehicles, 

including tanks. So, this missile strike would have less significance than what was originally 

intended. 

 

We showed the images of the rocket attack to Mart de Kruif, former Lieutenant General of the 

Dutch Armed Forces: 'The military value of such an installation is scarce. In my view, therefore, 

this is a low-value military target.' 

 

'It is possible that the Russians have used a precision weapon here,' de Kruif continues, 'but that 

is not efficient. The Russians have a big problem with the number of long-range precision 

weapons. Using these scarce resources against a target of limited value, therefore, seems to 

have more of a psychological effect than a military one. It is, therefore, an attack with a strong 

propagandist character.' 

 

Ex-US military analyst Henry Schlottmann points out that the Kyiv Armoured Plant would have 

delivered a total of 50 BTR-3DA vehicles to the Ukraine Army and National Guard in December 

2017.  

http://www.info-res.org/
https://www.oryxspioenkop.com/2022/02/attack-on-europe-documenting-equipment.html
https://www.oryxspioenkop.com/2022/02/attack-on-europe-documenting-equipment.html
https://www.defense.gov/Multimedia/Photos/igphoto/2002027833/
https://twitter.com/HN_Schlottman
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It produced more than 100 vehicles for the army and the National Guard in 2017, and it was 

equipped with advanced assembly equipment, production tools, and welding devices.  

 

Schlottman admits that the workshop destroyed only contained a few vehicles, limiting the 

attacks` strategic value.   

  

  

http://www.info-res.org/
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The use of publicly available footage to coordinate targeting 

 

 

According to The Economist, the war in Ukraine is the most transparent war in history. This case 

is a perfect illustration: a workshop in a TV report became a Russian target after an OSINT 

analysis.  

 

The Ukrainian reporting rules for journalists covering the war are very strict. On 3 March, the 

Commander-in-Chief of the Ukrainian Armed Forces, Valerii Zaluzhnyi, issued a decree that 

prohibits journalists to publish 'descriptions, pictures and symbols that identify or could identify 

military facilities'. This rule exists to stop the very incident this investigation has revealed from 

happening.   

 

It also shows that at any time footage is about to be shared online, it should be assessed through 

ethical and editorial frameworks as to what risk that footage might pose – for example, does the 

footage reveal any information that should remain protected or private?  

 

Civilians who share information useful to the Russian military on social media can be subject to 

punishment. For example, a user who posted on TikTok that a Ukrainian battalion was hiding in 

the parking lot under a shopping centre, which was later bombed by Russian forces, was arrested 

by the Ukrainian security service SBU. 

 

It could be argued that mistakes were made by 1+1 to allow military footage to be broadcast 

without an assessment of the consequences. Yet without Rybar's OSINT investigation, the TV 

report might have escaped the Russian army's intelligence service. 

 

Rybar claims to have more than 150 volunteer OSINT researchers in their ranks. They have 

already published more than 150 coordinates, including potential targets for the Russian military.  

 

These include bridges, railway stations and buildings where aid was gathered. Additionally, they 

receive donations via crypto-currency into an account number from Moscow. This indicates a 

possible violation of Telegram's terms of service, which prohibit 'promoting violence on publicly 

visible Telegram channels'. 

http://www.info-res.org/
https://www.economist.com/briefing/2022/02/18/a-new-era-of-transparent-warfare-beckons
https://www.mil.gov.ua/en/for-mass-media/interaction-with-journalists-in-the-war-zone-for-the-period-of-martial-law.html
https://defence-ua.com/news/tiktokera_jakij_zliv_pozitsiji_zsu_zatrimano_teper_svoji_motivi_vin_pojasnjuvatime_sbu-6557.html
https://t.me/rybar/31456
https://docs.google.com/spreadsheets/d/1ok9uUFPWdHWPkwTtYNM6VNNU9pgcX3rp/edit?usp=sharing&ouid=108215590204698805172&rtpof=true&sd=true
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The aftermath of the attack 

  

 

On 5 May, Ukrainian President Volodymyr Zelensky posthumously awarded five employees of 

'the Kyiv armoured factory' the order for bravery. This seems to indicate that there were two more 

deaths than initially reported. Their names are known, but so far, we have only been able to say 

with certainty that one of them worked at Ukroboronprom through analysis of individual social 

media profiles.  

 

With obvious low strategic value for Russia to attack the repair facility, according to experts, the 

question remains: Why? Did the importance of technological know-how found by workers in the 

Russian vehicles make the facility a strategic target?  

 

In a 1+1 recording, the narrator mentions how Ukrainian forces examine captured Russian 

equipment and technology: ‘...factories not only repair but also study Russian equipment, for 

example, the latest BMD-4, a landing combat vehicle’. 

 

One of these BMD-4s in the bombed-out hangar has a striking inscription 'V5' and reveals 

troubling information about French arms deliveries to Russia. 

 

 

http://www.info-res.org/
https://zakon.rada.gov.ua/laws/show/311/2022#Text
https://ua.linkedin.com/company/ukroboronprom
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Figure 10: A screenshot showing the BMD-4. 

 

We were able to ascertain where this 'V5' appeared earlier in Ukraine by comparing the images 

of 1+1 (left in figure 11) with other images of armoured vehicles in Ukraine, such as a video on 

TikTok (right in figure 11). 

 

Based on the bullet impacts, we have verified that it is the same vehicle. 

 

http://www.info-res.org/
https://www.tiktok.com/@mpalinchak/video/7082784844962483462?is_copy_url=1&is_from_webapp=v1
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Figure 11: A comparison between the two images of the BMD-4s. 

 

The TikTok video shows a John Deere tractor pulling the V5 on a public road. Such videos have 

frequently gone viral during Russia's invasion of Ukraine. 

 

 

 

Figure 12: A screenshot from the TikTok video showing the BMD-4 being pulled by a tractor. 

 

http://www.info-res.org/
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Through Google Street view, our team of investigators found that the tractor is located west of 

Kyiv. It is driving away from the besieged cities of Irpin and Bucha towards the South. 

 

Visual elements in the video (left in figure 13) correspond to Google Streetview on that spot (right 

in figure 13): a road sign (red frames in figure 13), a chimney (yellow frames in figure 13) and a 

detail of a building (green frames in figure 13) match. 

 

 

 

Figure 13: A screenshot showing footage of the BMD-4 compared with Google Streetview. 

 

Earlier, on 13 March, photos surfaced of the Georgian legion of the Ukrainian army posing in front 

of the Russian V5 (left in figure 14). On 3 April, Ukrainian soldiers also posted photos of the 

armoured vehicle on Facebook (right in figure 14). 

 

http://www.info-res.org/
https://www.google.com/maps/@50.4024044,30.202996,3a,90y,285.42h,106.95t/data=!3m8!1e1!3m6!1sAF1QipOfPETfRfVvvhHyx3nCts_rkGy7nbS1xGvYgjOx!2e10!3e11!6shttps:%2F%2Flh5.googleusercontent.com%2Fp%2FAF1QipOfPETfRfVvvhHyx3nCts_rkGy7nbS1xGvYgjOx%3Dw203-h100-k-no-pi-0.25840387-ya19.086142-ro-1.1047468-fo100!7i7680!8i3840
https://twitter.com/uaweapons/status/1502982669734490120
https://www.facebook.com/netgazeti/posts/10160311213732044
https://www.facebook.com/photo/?fbid=3247341912216217&set=pcb.3247342115549530
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Figure 14: Footage of Ukrainian soldiers posing in front of the BMD-4. 

 

The exact location of these photos could not be determined. However, Russian vehicles with a V 

appeared mainly in columns that entered Ukraine from Belarus West of Kyiv and fought around 

Irpin and Bucha.  

 

According to the Russia-Ukraine Monitor map of verified war images from the Centre for 

Information Resilience (CIR), it is possible that the V5 entered Ukraine with Russian troops via 

Belarus. This suggests that the V5 tank was involved in one of the most gruesome phases of the 

war.  

 

Work on the vehicle allowed for links to be revealed suggesting that it belongs to a French 

equipment manufacturer in Russian military assets. The evidence was revealed on 21 April when 

the Ukrainian vlogger Pavlo Kachtchouk published a video on YouTube showing the same V5.  

 

Importantly in this video, the background was blurred. Possibly to make it impossible for Russian 

OSINT investigators to determine the location of the vehicle this time. The team of investigators 

were not able to determine whether this footage predates the missile strike or whether the V5 was 

able to escape because the vehicle was moved. 

 

 

http://www.info-res.org/
https://maphub.net/Cen4infoRes/russian-ukraine-monitor
https://www.youtube.com/watch?v=27qMA_S_yCI
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Figure 15: A screenshot from footage by Ukrainian vlogger showing the V-5. 

 

Kachtchouk shows in his video that this tank contains a thermal camera with the "un-Russian" 

name Catherine FC. These thermal cameras are manufactured by Thales, a company in which 

the French state is the largest shareholder.   

 

On the Catherine FC in the V5 is a logo of Thales. That thermal camera, which is integrated into 

the visor system of a tank, can detect a target within a radius of about ten kilometres, during the 

day and at night.  

 

'It is a very high-tech tool that provides an extremely important tactical advantage,' a former 

employee of Thales' defence branch explained to Disclose. 

 

Thales states that 'no export contract for defence equipment has been signed with Russia since 

2014 and there have been no deliveries to Russia since the beginning of the conflict in Ukraine'. 

 

Indeed, this camera was not manufactured in France, but in 2016, in the Russian city of Vologda. 

Thales entered into an agreement with Russia's Vomz in 2009. Vomz is a member of the Russian-

state owned Rostec defence conglomerate.  

http://www.info-res.org/
https://disclose.ngo/fr/article/des-equipements-militaires-francais-impliques-dans-le-massacre-de-boutcha
https://www.politis.fr/articles/2022/04/des-cameras-thermiques-francaises-utilisees-sur-des-blindes-russes-en-ukraine-44351/
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Despite the EU sanctions, Russia, with the support of Thales, was able to produce the thermal 

cameras that were to equip the tanks deployed in Ukraine. The Thales brand can be seen on the 

camera in the image below.  

 

 

 

 

Figure 16: A screenshot showing the thermal imaging camera. 

 

 

Disclose revealed in March that France exported 152 million euros worth of arms to Russia 

between 2015 and 2020, despite the European embargo imposed after the annexation of Crimea 

in 2014. 

 

Was the factory targeted in a precision strike to prevent the Catherine FC camera being deployed 

against Russian troops? We cannot say for certain. Yet the rationale for this missile strike, which 

claimed the lives of at least three Ukrainians, remains elusive.  

 

 

 

  

http://www.info-res.org/
https://disclose.ngo/en/article/war-in-ukraine-how-france-delivered-weapons-to-russia-until-2020
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